Akzeptieren der Nutzungsbedingungen

Mit der Aktivierung akzeptiere ich die Nutzungsbedingungen (Aktuelle Version: Nutzungsbedingungen Version 1.0) zu.

Ohne Annahme ist keine Nutzung des Personenmanagers möglich.

Einwilligung in die Datenverarbeitung

Mit der Aktivierung willige ich (gemäß Art. 6 Abs. 1 lit. a EU-DSGVO) in die damit verbundene und in der Datenschutzerklärung (Aktuelle Version: Datenschutzerklärung Version 1.0) beschriebenen Verarbeitung meiner Daten ein. Diese Einwilligung kann jederzeit widerrufen werden. Durch den Widerruf wird die Rechtmäßigkeit der bis dahin erfolgten Verarbeitung nicht berührt.

Ohne Einwilligung ist keine Nutzung des Personenmanagers möglich. Darüber hinaus entstehen aus der Verweigerung der Einwilligung keine Konsequenzen.

Datenschutzerklärung Personenmanager

Muster Version 1.0 vom 24. August 2018

Diese Datenschutzerklärung beschreibt den Umgang mit personenbezogenen Daten im Personenmanager und steht dort jederzeit zur Einsicht zur Verfügung. Sie informiert über Art, Umfang und Zweck der Erhebung und Verarbeitung Ihrer personenbezogenen Daten.

Mit dieser Datenschutzerklärung kommt die <Hochschule> ihrer Informationspflicht gemäß Artikel 13 der EU-Datenschutzgrundverordnung (EU-DSGVO) nach. Hinsichtlich der im Folgenden verwendeten Begriffe, bspw. „personenbezogene Daten“, „Verarbeitung“, „Verantwortlicher“ etc., wird auf die Definitionen in Artikel 4 der EU-DSGVO verwiesen.

# Angaben zu den verarbeiteten personenbezogenen Daten

## Datenaustausch mit anderen Systemen

Zur Sicherstellung, dass Profile nur von den jeweiligen Personen bzw. damit beauftragten Personen bearbeitet werden können, ist eine Authentifizierung erforderlich. Diese Authentifizierung findet mit dem hochschulweiten Uni-Account (Zugangskennung) und zugehörigem Passwort statt. Sie wird gegenüber dem zentralen Verzeichnisdienst (LDAP) geprüft, der im Zentrum für Informations- und Medientechnologien (IMT) betrieben wird. Aus dem Verzeichnisdienst werden bei der Anmeldung die folgenden Daten in den Personenmanager übernommen:

* Uni-Account
* Akademische Titel
* Anrede
* Name(n)
* Vorname(n)
* Personen-Id im Identitätsmanagement
* E-Mailadressen

## Erhebung von Daten beim Nutzer

Als Beschäftigter der <Hochschule> können Sie im Personenmanager die meisten Angaben zu Ihrer Person selbst bestimmen. Zu den freiwilligen Daten, welche von den Beschäftigten selbst eingeben werden können, gehören:

* Zusätzliche Angaben
  + E-Mail (dienstl. und weitere)
  + Telefon (dienstl. und weitere)
  + Fax (dienstl. und weitere)
  + Raum
  + Profilbild
  + Sprechzeiten
  + Adresse einer eigenen Homepage
  + Curriculum Vitae (VITA)
  + Publikationen
* Angaben zu Arbeitsbereichen
  + Bereich
  + Status (Amts- / Dienstbezeichnung)
  + Tätigkeitsbeschreibung
  + Funktionsrolle

Redakteure können stellvertretend die Angaben bei ihren Lehrenden/Forschenden bearbeiten. Redakteure sind Mitarbeiter der <Hochschule> und werden bei Arbeitsgruppen durch den Arbeitsgruppenleiter bestimmt. Für andere Organisationseinheiten werden die jeweiligen Leiter/Geschäftsführer in die Lage versetzt Redakteure zu bestimmen. Das Profil einer Person kann nur durch die Redakteure der mit dem Profil verknüpften Arbeitsbereiche erfolgen. Allgemein können Redakteure neue Personen zu einem Bereich hinzufügen und dann die Person bearbeiten. Über solche Änderungen werden die entsprechenden Profilinhaber per E-Mail automatisch täglich oder wöchentlich (je nach Benutzereinstellung) in Kenntnis gesetzt. Falls Sie grundsätzlich keine Bearbeitung durch Redakteure wünschen, so können Profilinhaber die Option „Bearbeitung meiner Daten durch Redakteure erlauben“ in ihren Einstellungen deaktivieren.

## Log-Daten

Beim Aufruf einer Webseite übermittelt Ihr Browser an den Webserver grundsätzlich Daten Ihres abrufenden Geräts, bspw. die IP-Adresse, an die die Webseite zurückgeschickt werden soll.  
Folgende Daten werden von der <Hochschule> in gesicherten Log-Dateien gespeichert:

* abgerufene Webseite/-adresse
* Datum und Uhrzeit des Zugriffs
* IP-Adresse der Nutzerin / des Nutzers
* HTTP-Statuscode
* abgerufene Datenmenge
* Browsertyp und-version / verwendetes Betriebssystem der Nutzerin / des Nutzers

Zusätzlich werden die Anmeldung am System (Uni-Kennung) sowie das Auftreten von Fehlern gespeichert. Die Erhebung und Nutzung dieser sogenannten Log-Daten erfolgt lediglich zum Zweck des technischen Betriebs, des Aufspürens von Fehlern und deren Beseitigung sowie der anonymisierten Auswertung zu statistischen Zwecken. Die Daten werden nicht in Verbindung mit Namen oder E-Mail-Adresse ausgewertet. Ein Abgleich mit anderen Datenbeständen oder eine Weitergabe an Dritte erfolgen nicht.

## Cookies

Cookies sind Dateien, die von dem Anbieter einer Webseite im Verzeichnis des Browserprogramms auf dem Rechner der Nutzerin / des Nutzers abgelegt werden können. Diese Dateien enthalten Textinformationen und können bei einem erneuten Seitenaufruf vom Anbieter wieder gelesen werden. Der Anbieter kann diese Cookies bspw. dazu nutzen, Seiten immer in der von der Nutzerin / dem Nutzer gewählten Sprache auszuliefern.

Cookies können mit einer Verfallszeit versehen werden. So werden bspw. Cookies, die nur in einer Sitzung verwendet werden oder deren Verfallszeit abgelaufen ist, beim Beenden des Browsers automatisch gelöscht. Das Speichern von Cookies können Sie in den Einstellungen des Browsers ausschalten, allerdings lassen sich die über die Cookies gesteuerten Funktionen dann nicht mehr nutzen. Sie können die im Browser gespeicherten Cookies einsehen und jederzeit auch einzelne Cookies löschen.

Der Personenmanager verwendet für folgende Zwecke Cookies:

* Session Key (Sitzungsschlüssel), über den nur die eindeutige Zuordnung während seiner Sitzung erfolgt. Das Cookie wird beim Aufruf des Personenmanagers angelegt und bleibt nach der Anmeldung bis zum Ablauf der Session (Abmeldung oder Timeout) erhalten. Nach dem Schließen des Browsers wird das Cookie automatisch gelöscht.

## Dauer der Speicherung

Alle selbst eingegebenen Daten lassen sich von den Nutzerinnen und Nutzern auch selbst wieder löschen. Eine komplette Löschung einer Nutzerin bzw. eines Nutzers aus dem Personenmanager erfolgt mit Ausscheiden aus der <Hochschule> und der damit verbundenen Löschung der Identität im Verzeichnisdienst des IMT, sofern keine Nutzung der Ehemaligenfunktion erfolgt. Außerdem kann der Nutzer/die Nutzerin das Profil im Personenmanager in den Einstellungen durch Klick auf die Schaltfläche „Mein Personenmanagerprofil unwiderruflich löschen“ entfernen.

### Ehemaligenfunktion

Auch nach dem Austritt aus der <Hochschule> kann es für einige Personen sinnvoll sein, weiterhin im Personenmanager geführt zu werden. Diese Ehemaligen können diese Weiternutzung Ihrer Daten in ihren Einstellungen durch Aktivierung der Optionen „Bearbeitung meiner Daten durch Redakteure erlauben“ und „Zustimmung Ehemaligenfunktion“ erlauben. Die Redakteure müssen beim Auslaufen des Uni-Accounts zusätzlich zustimmen, das Profil in ihrem Bereich als Ehemaliger weiterführen zu wollen. Die Redakteure im jeweiligen Bereich übernehmen die weitere Pflege der Daten. Bei Änderungswünschen wenden sich Ehemalige bitte zunächst an ihren alten Arbeitsbereich. Solle dies nicht möglich sein oder es Schwierigkeiten geben, so wenden sich Ehemalige an imt@upb.de.

### Log-Daten

Personenbezogene Log-Daten werden für eine Dauer von längstens 7 Tagen gespeichert und dann gelöscht. Daten, deren weitere Aufbewahrung zu Beweiszwecken erforderlich ist, sind bis zur endgültigen Klärung des jeweiligen Vorfalls von der Löschung ausgenommen.

# Rechtsgrundlagen

Die Erhebung personenbezogener Daten bei der Anmeldung am System, der Verwaltung persönlicher Profile und dem Einstellen von persönlichen Inhalten im Personenmanager basiert auf einer Einwilligung der betroffenen Personen gemäß Art. 6 Abs. 1 lit. a. EU-DSGVO, die bei der ersten Anmeldung am System elektronisch eingeholt wird.

Die <Hochschule> erhebt und verarbeitet die oben genannten, für den technischen Betrieb erforderlichen Daten sowie Log-Dateien zur Wahrung der technischen Sicherheit und der Verbesserung der Systeme zur Wahrung berechtigter Interessen der <Hochschule> gemäß Art. 6 Abs. 1 lit. f. EU-DSGVO. Die Daten sind für die Auslieferung von Webseiten und für den sicheren Betrieb sowie die Optimierung des Systems erforderlich und werden nur für die jeweils genannten Zwecke genutzt.

# Datenübermittlungen

Der Profilinhaber erteilt durch Aktivierung des Profils die Zustimmung zur Nutzung der Daten in Systemen der <Hochschule>. Es handelt sich hierbei generell um Daten mit dem Zweck einer Veröffentlichung. Daher wird insbesondere der Nutzung auf Webseiten und anderen Medien zur Veröffentlichung zugestimmt. Dieser Nutzungsvereinbarung kann jederzeit mit Wirkung für die Zukunft widersprochen werden. Dabei kann der Profilinhaber Daten löschen oder das Profil deaktivieren. Innerhalb von 24 Stunden sind die Daten in der Regel nicht mehr in den Angeboten verfügbar.

# Kontaktdaten

Verantwortlich für den Personenmanager ist die <Hochschule>, eine vom Land NRW getragene, rechtsfähige Körperschaft des Öffentlichen Rechts. Sie wird durch <die Präsidentin / die Rektorin> vertreten.

# Kontaktdaten des Verantwortlichen

<Hochschule>

<Adresse>

Tel.: <0 … >

Web.: http://www.<hochschule>.de

# Ansprechpartner für den Personenmanager

<Name>

E-Mail: <…@hochschule.de >

Tel.: <0 … >

Web.: http://www.<hochschule>.de/<...>

# Kontaktdaten des Datenschutzbeauftragten

Den behördlichen Datenschutzbeauftragten der <Hochschule> erreichen Sie postalisch unter der oben angegebener Adresse des Verantwortlichen oder wie folgt:

E-Mail: datenschutz@<hochschule>.de

Tel.: <0 … >

Web.: http://www.<Hochschule>.de/datenschutz/

# Ihre Rechte als Betroffene/r

Sie können als betroffene Person jederzeit die Ihnen durch die EU-DSGVO gewährten Rechte geltend machen:

* das Recht auf Auskunft, ob und welche Daten von Ihnen verarbeitet werden (Art. 15 DSGVO);
* das Recht, die Berichtigung oder Vervollständigung der Sie betreffenden Daten zu verlangen (Art. 16 DSGVO);
* das Recht auf Löschung der Sie betreffenden Daten nach Maßgabe des Art. 17 DSGVO
* das Recht, nach Maßgabe des Art. 18 DSGVO eine Einschränkung der Verarbeitung der Daten zu verlangen;
* das Recht auf Widerspruch gegen eine künftige Verarbeitung der Sie betreffenden Daten nach Maßgabe des Art. 21 DSGVO.

Sie haben über die genannten Rechte hinaus das Recht, eine Beschwerde bei der datenschutzrechtlichen Aufsichtsbehörde einzureichen (Art. 77 DSGVO), zum Beispiel bei der für die Hochschule zuständigen  
Landesbeauftragten für Datenschutz und Informationsfreiheit Nordrhein-Westfalen  
Kavalleriestr. 2-4

40213 Düsseldorf

Telefon: 0211/38424-0

E-Mail: poststelle@ldi.nrw.de

# Gültigkeit dieser Datenschutzerklärung

Wir behalten uns das Recht vor, diese Datenschutzerklärung abzuändern, um sie gegebenenfalls an Änderungen relevanter Gesetzte bzw. Vorschriften anzupassen oder Ihren Bedürfnissen besser gerecht zu werden. Bitte beachten Sie daher die aktuelle Versionsnummer der Datenschutzerklärung.